
Camelot Secure CMMC eDiscovery 
Solution

Eliminating the cost, time and complexity of 
complying with federal cybersecurity mandates.



Stanford Oliver, President/CEO and Founder 
of Camelot
Entrepreneur, technologist, aerospace, and 
cybersecurity.

• Over 40 years in military, intelligence, 
and cybersecurity.

• 20 years of military service as an Army 
Aviator and Blackhawk Helicopter 
Pilot.

• Roles held include: Army Staff, 101st 
Airborne Division, 1st Armored 
Division, U.S. Army European 
Command, 10th Mountain Division, 
U.S. Army Security Assistance 
Command, U.S. Army Test and 
Evaluation Command.

Founded DigiFlight, Incorporated in 1999.

Jacob Birmingham, VP of Product 
Development 

• Over 20 years as an Information 
Systems Expert, Cybersecurity 
professional and ethical hacker.

• Leads Camelot Secure's Advanced 
Persistent Threat Hunt Team.

• Certified as a CISM and CISSP.
• BS in Computer Engineering, 

University of Central Florida.
• Master Degree in Management 

Information Systems, University of 
Alabama in Huntsville.



Who Is Camelot Secure?
►People, Processes, Technology, and Innovation

►World-Class Workforce with a Special Operations Cyber Mindset (Seal Team 6/

Delta Force of Cyber)

►Secure360 – A Unified and Integrated Cybersecurity Platform

Core Operational Missions

►Adaptive Threat Intelligence (Intelligence360)

►Advanced Persistent Threat Hunt

►Security Compliance (PCI-DSS, HIPAA, NIST, CMMC)

►Training & Testing as a Service (T2aaS)

Additional Services
►Security Operations Center as a Service

►Cybersecurity Advisory Services 

A Company with a Revolutionary and Disruptive Approach to Cyberspace & Cybersecurity Operations



"Critical Alert: Federal Contractors Are The Unwitting 
Trojan Horses of Cyber Crime!"

• The Defense Industrial Base (DIB) is 
comprised of over 1 million individuals 
who are targets for cyber crime.

• The Department of Defense (DoD)  
systems continue to be the target of 
cyber attacks, as there has been well 
over 12,000 cyber incidents in the past 
decade.
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Source: U.S. News: https://www.usnews.com/360-reviews/privacy/what-is-a-trojan-horse
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DoD's CMMC Program: Ensuring Cybersecurity in 
Defense Contracting

The DoD Cybersecurity Maturity Model Certification (CMMC) program: 
• Protect American ingenuity and national security.
• Reinforce the importance of DIB cybersecurity for safeguarding information that 

supports and enables our warfighters.
• Assures that contractors are meeting the cybersecurity requirements that apply to 

acquisition programs and systems, that process Controlled Unclassified 
Information (CUI).

The issue: CMMC requirements are a lengthy process and expensive! 



Targeting Controlled Unclassified Information (CUI) and For 
Official Use Only (FOUO)

Camelot Secure recognized an opportunity to 
streamline the CMMC process and reduce 
contractor costs, by focusing on files that 
contained the specific markings for CUI and 
FOUO data.

To achieve this, we developed a capability 
that can efficiently search for and identify 
these files across anyone’s network.
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The CMMC Document Discovery Challenge

The approach to comply with CMMC requirements was to implement the 
necessary security controls across the entire network. This is typically time-
consuming and complex.

One of the biggest challenges for Camelot: Finding a tool that would 
be fast, reliable and cost effective for our compliance operational 

needs. 
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Casting “An Eye” Towards AI

• Leveraging AI.

• Customization and 
Adaptability leveraging our 
E-discovery tool. 

• Our innovative approach 
significantly reduced CMMC 
cost and complexity.



The Results
• Cost Savings: Using our script tool, we've 

cut down secure storage needs on our 
network by an estimated 70%. 

• Time Savings: Our AI tool swiftly 
categorizes sensitive documents, saving 
employees thousands of hours annually.

• Improved Compliance: Our tool's precise 
identification of sensitive data mitigates 
non-compliance risks, such as penalties 
and lost business opportunities. 

• ROI: We anticipate an ROI several times 
the investment in its first year. 



Thank You!

• Thank you for recognizing our rapid agile development 
methodology, using the powers of AI technology, to enhance 
business operations for CMMC compliance and–the protection of 
our nation’s most valuable information. 

• We believe that these qualities exemplify the spirit of this award, and 
are honored to be here receiving it.



Questions or Feedback?

Emails:

Stan.Oliver@camelotsecure.com

Jacob.Birmingham@camelotsecure.com

mailto:Stan.Oliver@camelotsecure.com

